Host Sign Configuration - Admin Guide - SalesForce

Connector

In the forthcoming guide, we will delve into the steps necessary to configure settings to enable opening the page in an IFrame. Specifically, it will detail the
process of modifying the XML value to whitelist the desired URL. ensuring seamless integration and and accessibility within the IFrame.

To configure your eSAW instance to sign envelopes directly in Salesforce connector, you have to whitelist the url used to sign the document in IFrame

following these steps:

® Download the configuration.zip:
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® Unzip the downloaded configuration.zip file
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® Update the global_variables.xml by changing the value which is shown in the next figure:

Figure

® Zip the content of the unzipped folder
® Upload the new created zip file in eSAW

Figure

@0 |

or 1

Description

1. Settings Section

2. Organization Section

3. Download Current
DesignDownload
configuration.zip file

Description

1. Update the
"ContentSecurityPolicy"
variable in global_variables.
xml file (replace 'https:
/demo.esignanywhere.net'
with your target eSAW
instance)

Description


http://https/demo.esignanywhere.net
http://https/demo.esignanywhere.net

G) eSign  ORGANIZATION

AnyWhere
(  Organization Details

_ -

) Home

[ pocuments v
organization Name
D remeuares Pa—
] cupsoarp consarurL
@ sermiNGs @ ~ SuppotURL
Aecoure
Notfcatons Default callback URLs

ddress Bookc

Ao Tokens and Apps emelope
organizstion

E @ Calloack for envelope:
Identty Provicers el
Ueensing
users ADD AUTHENTICATION
Team
Locaizaton

Notfcation Templates
~agreaments Configuration

[

Automatic Remote Signature Profiles

oroie or @

Il recpents
(0] Alowtoset envelope meta data
O gain after

8 s s o fthere s fener sgnsture s an sgners

Delegation
O Delegation disabled

(O elegation enabled - Do not use by defauit
@ Delegation enabled - Do use by defauit

Design of the document viewer for recipients

Envelope History finished documents
srrors

Viewer Design

eSigannere 123521303

@) UPLOAD DESION || RESET TO DEFAULT

vl Govp,
Term of use | Privacy | API

a
(O=NAMIRIAL GVBH/ATU70125036, C=T (SN: S0C46A42CEE17023)

A Alowpin Authentcation
B Alow s Authentication
8 Alow Windowstive Authentication

Authentication Parameters
«

Maximum Login Attempts
o

Force sender to dafine Authe

(none) .

LocalCertficate

1. Settings Section
2. Organization Section
3. Upload Design



	Host Sign Configuration -  Admin Guide - SalesForce Connector

